
 

PREDO SAĞLIK SAN. VE TİC. A.Ş. (hereinafter referred to as "PREDO SAĞLIK") Management 
emphasizes the importance and need to fulfill security measures to protect the information under the 
responsibility of the organization. Necessary measures must be taken in order to make highly 
confidential and confidential company information available to authorized users. The level of security 
that can be achieved by technical means is limited and must therefore be supported by appropriate 
management, workflows and procedures. 

 

PREDO SAĞLIK defines the protection of the confidentiality, integrity and accessibility of information 
assets and information systems as "Information Security Management System". Confidentiality, 
integrity and accessibility are evaluated on each asset for the protection of information assets.  

 

Confidentiality: It refers to the accessibility of information only by authorized persons.  

Integrity: It refers to the protection of information against changes that may adversely affect its 
accuracy and completeness.  

 

Accessibility: It refers to the accessibility of information by authorized users when necessary.  

 

Confidentiality, integrity and accessibility of information is one of the main objectives of the 
Information Security Management System of PREDO SAĞLIK. In order to achieve the targeted 
Information Security Management System results, PREDO SAĞLIK Management ensures compliance 
with ISO 27001 Information Security Management Standard. All business units and related parties in 
the company will pay attention to these principles in their activities. 

 

All PREDO SAĞLIK personnel and third party personnel, at all levels, fulfill the information security 
system requirements and carry out activities to increase the effectiveness of the system. PREDO 
SAĞLIK aims to ensure the confidentiality, integrity and accessibility of information belonging to 
customers, business partners, stakeholders, suppliers or other third parties, especially information 
assets, and to protect them from unauthorized access. 

 

PREDO SAĞLIK Management ensures that continuous improvement and business continuity are 
maintained and managed in terms of Information Security Management System.  

By initiating judicial and administrative legal proceedings against personnel, stakeholders and third 
parties who violate the rules and processes established within the scope of Information Security; action 
may be taken and / or one or more provisions of the sanctions contained in the relevant contracts may 
be applied. 

 

 


